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Polityka Prywatności 
Obowiązuje od dnia 8.12.2024 r. 

 

I. Wprowadzenie 

KupFundusz Spółka Akcyjna przykłada wielką wagę do poszanowania prywatności i bezpieczeństwa 
Użytkowników platformy https://kupfundusz.pl („Platforma” lub „KupFundusz”).  

Z tego względu sformułowaliśmy niniejsze zasady ochrony prywatności („Polityka Prywatności”), mające 
w jasny sposób przedstawiać sposób funkcjonowania Platformy, metody postępowania z danymi 
osobowymi oraz gromadzenia i przetwarzania danych o Użytkownikach Platformy. 

Prosimy o zapoznanie się z Polityką Prywatności przed rozpoczęciem korzystania z Platformy. 
Rozpoczęcie korzystania z Platformy oznacza akceptację niniejszej Polityki Prywatności. 

 

II. Kim jesteśmy? 

Operatorem Platformy jest KupFundusz Spółka Akcyjna z siedzibą w Warszawie, ul. Skierniewicka 10A, 
01-230 Warszawa, wpisana do rejestru przedsiębiorców Krajowego Rejestru Sądowego prowadzonego 
przez Sąd Rejonowy dla m. st. Warszawy, XIII Wydział Gospodarczy, pod numerem KRS 0000644201,  
NIP 6762315449, REGON 120186954, kapitał zakładowy 430.000 zł w pełni opłacony („Spółka” lub 
„KupFundusz”). 

 

III. Platforma 

Platforma jest przeznaczona dla wszystkich osób pełnoletnich, którzy ją odwiedzają („Użytkownicy”). 
Korzystanie z niektórych funkcji Platformy (usług świadczonych drogą elektroniczną) wymaga rejestracji 
Użytkownika. 

 

https://kupfundusz.pl/
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IV. Ochrona danych osobowych 

W ramach funkcjonowania Platformy mogą być przetwarzane, na zasadach określonych niniejszą 
Polityką Prywatności, dane osobowe Użytkowników. Dane osobowe są przetwarzane zgodnie  
z Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie 
ochrony osób fizycznych, w związku z przetwarzaniem danych osobowych i w sprawie swobodnego 
przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie 
danych) („RODO”), a także ustawą z 10 maja 2018 roku o ochronie danych osobowych (tj. Dz.U 2019  
poz. 1781), jak również z innymi aktami prawnymi, uzupełniającymi lub zastępującymi wskazane wyżej 
regulacje. 

 

A. Kto zbiera moje dane osobowe? 
 

Administratorem danych  osobowych jest KupFundusz Spółka Akcyjna z siedzibą w Warszawie,  
ul. Skierniewicka 10A, 01-230 Warszawa, wpisana do rejestru przedsiębiorców Krajowego Rejestru 
Sądowego prowadzonego przez Sąd Rejonowy dla m. st. Warszawy, XIII Wydział Gospodarczy, pod 
numerem KRS 0000644201, NIP 6762315449, REGON 120186954, kapitał zakładowy 430.000 zł. 

U administratora danych osobowych wyznaczony jest Inspektor Danych Osobowych, z którym 
można się skontaktować poprzez adres email: iod@kupfundusz.pl lub pisemnie: KupFundusz S.A.,  
ul. Skierniewicka 10A, 01-230 Warszawa. 

Z Inspektorem Danych Osobowych można się kontaktować we wszystkich sprawach dotyczących 
przetwarzania danych osobowych. 

 

B. Jaki jest cel oraz podstawa przetwarzania danych osobowych? 
 

Dane są przetwarzane w celu zapewnienia możliwości korzystania z Platformy. 

Podstawą przetwarzania danych jest: (i) Państwa dobrowolna i świadoma zgoda na przetwarzanie 
dotyczących Państwa danych osobowych lub (ii) konieczność przetwarzania takich danych,  
w związku z wykonywaniem zawartej z Państwem umowy lub (iii) nasze prawnie uzasadnione interesy  
(w takim przypadku wyjaśnimy jakie to interesy) poniżej: 

Cel przetwarzania Podstawa prawna przetwarzania 

Zawarcie i wykonanie umowy Art. 6 ust. 1 lit. b) RODO 

Konieczność wynikająca z umowy – korzystamy  
z Państwa danych osobowych w celu zawarcia  
i wykonania umowy o świadczenie usług drogą 
elektroniczną. 

mailto:iod@kupfundusz.pl
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Zawarcie i wykonanie umowy Art. 6 ust. 1 lit. b) RODO 

Konieczność wynikająca z umowy – korzystamy  
z Państwa danych osobowych w celu zawarcia  
i wykonania Umowy ramowej o świadczenie usług 
zakupu, sprzedaży, zamiany i konwersji tytułów 
uczestnictwa w zagranicznych funduszach 
inwestycyjnych poprzez Platformę KupFundusz.pl. 

Podjęcie dodatkowych działań przed 
zawarciem umowy 

Art. 6 ust. 1 lit. b) RODO 

Konieczność wynikająca z umowy – przetwarzamy 
Państwa wizerunek twarzy z wykonanych przez 
Państwa urządzenie mobilne zdjęć/filmów 
specjalnymi metodami technicznymi, które 
umożliwiają jednoznaczną identyfikację  
i weryfikację tożsamości w zestawieniu  
z wizerunkiem dowodu osobistego. 

Kontaktowanie się z Państwem  
w sprawie oceny Platformy, usługi 
lub w celu uzyskania informacji 
zwrotnych w tym pomocy 
technicznej 

Art. 6 ust. 1 lit. f) RODO 

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych, aby skontaktować 
się z Państwem w celu uzyskania informacji 
zwrotnych. 

Informowanie Państwa o zmianach 
usług i komunikacja  
w innych celach. Na przykład, 
wykorzystamy Państwa dane 
kontaktowe, aby odpowiedzieć na 
jakiekolwiek zadane przez Państwa 
pytania 

Art. 6 ust. 1 lit. f) RODO 

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych, aby przesyłać 
Państwu aktualne informacje na temat naszych 
usług i odpowiadać na Państwa pytania. 

Wysyłanie Państwu informacji na 
temat Platformy i oferowanych na 
niej usług 

Art. 6 ust. 1 lit. f) RODO lub art. 6 ust. 1 lit. a) RODO 

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych, aby wysyłać 
Państwu te informacje. 

Przegląd Państwa historii aktywności 
na naszej Platformie w celu 
przesłania ofert lub dostosowania 
serwisu do Państwa potrzeb 

Art. 6 ust. 1 lit. f) RODO  

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych, aby przesłać 
Państwu oferty i dostosować sposób korzystania  
z usług oferowanych w sieci. 

Pomoc w ocenie, opracowaniu  
i poprawie oferowanych usług. 
Możemy na przykład monitorować 
lub rejestrować rozmowy 

Art. 6 ust. 1 lit. f) RODO  

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych, aby świadczyć usługi 
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telefoniczne z naszym działem 
obsługi klienta w celu kontroli jakości 
i prowadzenia szkoleń. Jeżeli 
podczas rejestrowanej rozmowy 
telefonicznej zadadzą Państwo 
pytanie (dotyczące na przykład 
usługi), które można zbadać, lub na 
które można odpowiedzieć, 
odnosząc się do tej rozmowy, 
możemy się do niej odnieść 

jak najlepszej jakości dla Państwa i innych klientów. 

Umożliwianie i personalizacja 
doświadczeń korzystania  
z naszych usług udostępnianych 
poprzez Platformę 

Art. 6 ust. 1 lit. f) RODO 

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych, aby dostosować 
doświadczenie korzystania z naszych usług do 
Państwa potrzeb w tym także określenia profilu 
inwestora. 

Przeprowadzenia oceny 
odpowiedniości i adekwatności usług 
i instrumentów finansowych 

Art. 6 ust. 1 lit. f) RODO 

Prawnie uzasadniony interes – korzystamy  
z Państwa danych osobowych, aby dokonać oceny 
odpowiedniości i adekwatności usług  
i instrumentów finansowych dla Państwa oraz  
w celu zapewnienia zgodności produktów i usług  
z Państwa potrzebami, celami i cechami. 

Wypełnienie obowiązków 
wynikających z zawartych  
z Funduszami lub Funduszami 
zagranicznymi umów 
dystrybucyjnych 

Art. 6 ust. 1 lit. f) RODO 

Prawnie uzasadniony interes – korzystamy  
z Państwa danych osobowych w celu wypełnienia 
nałożonych na nas przez Fundusze lub Fundusze 
zagraniczne jako dystrybutora obowiązków dot. 
m.in.: przeciwdziałania praniu pieniędzy  
i finansowania terroryzmu, wdrożenia 
ustawodawstwa FATCA/CRS oraz przepisów  
o automatycznej wymianie informacji podatkowych 
z innymi państwami. 

Przeprowadzanie kontroli 
bezpieczeństwa w celu ochrony 
przed nieuczciwymi transakcjami 
oraz zapobieganiu i wykrywaniu 
przestępstw 

Art. 6 ust. 1 lit. f) RODO 

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych w celu ochrony przed 
nielegalnymi działaniami. W pewnych przypadkach 
możemy również być zobowiązani do ujawnienia 
Państwa danych osobowych (na przykład organom 
ścigania) na mocy obowiązujących przepisów 
prawa. 
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Reakcja na wszelkie roszczenia 
wobec nas 

Art. 6 ust. 1 lit. f) RODO 

Prawnie uzasadnione interesy – korzystamy  
z Państwa danych osobowych, aby zareagować na 
wszelkie roszczenia wysuwane przez Państwa  
w stosunku do nas. W pewnych przypadkach 
możemy również być zobowiązani do ujawnienia 
danych osobowych na mocy obowiązujących 
przepisów prawa (na przykład w związku  
z postępowaniem przed sądem). 

 

 

C. Kto będzie odbiorcą moich danych osobowych? 
 

1. Możemy udostępnić dane naszej spółce dominującej, tj. Analizy Online Spółka Akcyjna. 

2. Korzystamy z pracy stron trzecich (działających w charakterze podwykonawców), które wykonują 
w naszym imieniu i na naszą rzecz pewne działania obejmujące przetwarzanie danych 
osobowych. Możemy na przykład zatrudnić usługodawców będących stronami trzecimi do 
wykonania zamówień, dostarczenia paczek, wysyłania poczty tradycyjnej, wysłania wiadomości 
SMS i poczty elektronicznej, udostępniania czatu, utrzymania i uaktualniania naszych baz 
danych zawierających informacje o klientach (co obejmuje usuwanie powtarzających się lub 
niewłaściwych danych), analizowania danych, świadczenia usług IT, aby ułatwić nam 
opracowywanie, świadczenie i poprawę naszych usług, świadczenia usług wsparcia 
marketingowego, przetwarzania płatności, prowadzenia badań, i obsługi roszczeń. Wspomniane 
strony trzecie mają dostęp do danych osobowych potrzebnych do wykonania ich zadań, ale nie 
wolno im używać takich danych do innych celów. 

3. Możemy udostępniać Państwa dane osobowe podmiotom zewnętrznym, w tym policji oraz innym 
organom ścigania, upoważnionym do ich otrzymania na podstawie obowiązujących przepisów 
prawa. 

4. Możemy przekazać dane osobowe naszym ubezpieczycielom w przypadku zgłoszenia lub 
potencjalnego zgłoszenia roszczenia wobec nas. 

5. Możemy przekazać dane osobowe dostawcom platform płatniczych. 

6. Możemy przekazać dane osobowe dostawcy usługi zdalnej weryfikacji biometrycznej. 

7. Możemy przekazać dane osobowe podmiotom, których jednostki lub tytuły uczestnictwa 
Użytkownik nabywa lub dokonuje innych czynności co do posiadanych jednostek lub tytułów 
(podmioty te przetwarzając dane osobowe mogą posługiwać się innymi podmiotami, jak np. 
podmiotami zarządzającymi – towarzystwami funduszy inwestycyjnych, agentami transferowymi 
prowadzącymi rejestry uczestników funduszy inwestycyjnych, itd.). 

8. Możemy przekazać Państwa dane osobowe stronom trzecim jeżeli będziemy zobowiązani do 
ujawnienia takich danych lub podzielenia się nimi, aby spełnić jakiekolwiek wymogi prawne 
(również w związku z nakazem sądowym) lub w celu wyegzekwowania lub wprowadzenia w życie 
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jakichkolwiek porozumień zawartych z Państwem lub Państwa dotyczących (w tym porozumień 
pomiędzy Państwem a nami (lub jedną lub większą liczbą naszych spółek z grupy); lub w celu 
ochrony naszych praw, własności lub bezpieczeństwa lub prawa własności lub bezpieczeństwa 
naszych klientów, pracowników lub innych stron trzecich. 

9. Możemy dzielić się danymi anonimowymi lub zbiorczymi (takimi jak zbiorcze dane statystyczne 
lub inne dane anominizowane ze stronami trzecimi. 

10. Możemy przekazać Państwa dane osobowe podmiotom upoważnionym do dostępu do danych 
na mocy przepisów prawa. 

 

D. Jakie dane są przetwarzane? 
 

Użytkownicy Platformy pozostają anonimowi i tylko od decyzji Użytkownika będzie zależało czy, 
kiedy i w jakim zakresie Spółka gromadzić będzie ich dane, w szczególności logując się lub 
przeprowadzając proces rejestracji na Platformie. Gromadzenie danych może wynikać  
z funkcjonowania plików cookies / technologii kontrolujących ruch lub rejestracji Użytkownika  
i korzystania z konta Użytkownika na Platformie. W toku rejestracji, zakres zbieranych danych 
osobowych obejmuje: 

Pełne dane umożliwiające nabywanie i zbywanie jednostek uczestnictwa funduszy inwestycyjnych,  
w szczególności: 

a) Imiona i Nazwisko; 

b) Numer telefonu komórkowego; 

c) Adres e-mail; 

d) Hasło i login (dane dostępowe); 

e) Imię ojca; 

f) Imię matki; 

g) Nazwisko panieńskie matki; 

h) Data urodzenia; 

i) Miejsce urodzenia; 

j) Kraj urodzenia; 

k) Płeć; 

l) Obywatelstwo; 

m) PESEL (jeśli użytkownik go posiada); 
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n) Dane dotyczące dokumentu tożsamości, w tym: typ, seria i numer, data wydania i data 
ważności, kraj wydania; 

o) Informacje o prowadzonej działalności gospodarczej (w tym działalności podwyższonego 
ryzyka); 

p) Adres zamieszkania / adres korespondencyjny; 

q) Informacje o rezydencji podatkowej oraz numerze identyfikacji podatkowej (NIP) dla 
rezydentów, Tax Identification Numer (TIN) lub Employer Identification Number (EIN) dla 
nierezydentów; 

r) Informacje o beneficjencie rzeczywistym; 

s) Numer rachunku bankowego; 

t) Status osoby zajmującej eksponowane stanowisko polityczne; 

u) Informacja o źródle pochodzenia majątku; 

v) Wizerunek twarzy. 

Dodatkowo w przypadku korzystania z portfeli treningowych gromadzimy dane o symulowanych 
transakcjach dokonywanych przez Użytkownika. 

Użytkownik ma również możliwość opcjonalnego zamieszczenia swojego avatara - zdjęcia 
profilowego lub grafiki oraz wypełnienia ankiety inwestora. Wypełnienie ankiety inwestycyjnej 
pozwala ocenić, czy fundusze inwestycyjne są produktem odpowiednim dla Użytkownika oraz jakim 
typem inwestora jest Użytkownik i jaką strukturę powinny mieć jego inwestycje (poprzez 
profilowanie). Brak jej wypełnienia lub podanie informacji niewystarczających uniemożliwi 
dokonanie tej oceny. 

W toku korzystania z Platformy przez Użytkownika gromadzimy dane o transakcjach dokonywanych 
przez Użytkownika. 

Proszę pamiętać, że w przypadku założenia konta na Platformie, będziemy mogli powiązać 
informacje zebrane na Państwa temat przed założeniem konta oraz przyszłe informacje zebrane 
przez nas po jego założeniu. 

„Cookies” i inne technologie kontrolujące ruch 

W toku korzystania z Platformy zbieramy dane w zakresie, jaki wynika z korzystania z Platformy 
(informacje o dokonywanych czynnościach) poprzez wykorzystanie plików „cookies” oraz innych 
technologii służących do kontroli ruchu (patrz pkt V i VI poniżej). 

 

E. Jakie przysługują mi prawa? 
 

Przysługuje Państwu prawo dostępu do Państwa danych oraz prawo żądania ich sprostowania, 
usunięcia lub ograniczenia ich przetwarzania. Na Państwa wniosek dostarczymy Państwu kopię 
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danych osobowych podlegających przetwarzaniu. W zakresie, w jakim podstawą przetwarzania 
Państwa danych osobowych jest przesłanka prawnie uzasadnionego interesu administratora, 
przysługuje Państwu prawo wniesienia sprzeciwu wobec przetwarzania Państwa danych osobowych. 
W szczególności przysługuje Państwu prawo sprzeciwu wobec przetwarzania danych na potrzeby 
marketingu bezpośredniego oraz profilowania. W zakresie, w jakim podstawą przetwarzania 
Państwa danych osobowych jest zgoda, mają Państwo prawo wycofania zgody w dowolnym 
momencie. Wycofanie zgody nie ma wpływu na zgodność z prawem przetwarzania, którego 
dokonano na podstawie zgody przed jej wycofaniem. 

W zakresie, w jakim Państwa dane są przetwarzane w sposób zautomatyzowany w celu zawarcia  
i  wykonywania umowy lub przetwarzane na podstawie zgody – przysługuje Państwu także prawo do 
przenoszenia danych osobowych, tj. do otrzymania od nas Państwa danych osobowych,  
w ustrukturyzowanym, powszechnie używanym formacie nadającym się do odczytu maszynowego. 
Mogą Państwo przesłać te dane innemu administratorowi danych. W celu skorzystania z powyższych 
praw należy skontaktować się z nami lub z Inspektorem Ochrony Danych. Dane kontaktowe 
wskazane są wyżej. Przysługuje Państwu również prawo wniesienia skargi do organu nadzorczego 
zajmującego się ochroną danych osobowych, tj. do Prezesa Urzędu Ochrony Danych Osobowych. 
Chcemy upewnić się, że Państwa dane osobowe, które przechowujemy oraz Państwa preferencje 
dotyczące sposobu kontaktu są precyzyjne i aktualne. Jeżeli jakiekolwiek informacje są 
niepoprawne, prosimy o kontakt (szczegóły poniżej), abyśmy mogli je poprawić. 

Przysługuje Państwu również prawo do złożenia skargi do Prezesa Urzędu Ochrony Danych 
Osobowych, jeżeli nie są Państwo zadowoleni ze sposobu, w jaki postępujemy z Państwa danymi 
osobowymi. Mogą się Państwo skontaktować z organem nadzorczym pod następującym adresem: 

 

Urząd Ochrony Danych Osobowych  

ul. Stawki 2 

00-193 Warszawa  

kancelaria@uodo.gov.pl 

 

F. Jak długo dane osobowe będą przetwarzane? 
 

Państwa dane osobowe będą przechowywane przez okres niezbędny do realizacji wskazanych wyżej 
celów przetwarzania, w szczególności: 

1) przez okres niezbędny do przeprowadzenia czynności związanych z założeniem konta na 
Platformie i zawarciem umowy, przy czy brak uruchomienia linku autoryzacyjnego w okresie 
jego ważności powoduje automatyczne skasowanie utworzonego konta w terminie 21 dni od 
dnia otrzymania przez Użytkownika linku autoryzacyjnego oraz zaprzestanie przetwarzania 
danych, co może skutkować koniecznością podania wszystkich danych ponownie w razie 
dalszego zainteresowania założeniem konta na Platformie i zawarciem umowy; 

2) w zakresie w jakim podstawą przetwarzania jest zgoda dane są przechowywane do momentu 
jej odwołania; 

mailto:kancelaria@uodo.gov.pl
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3) w razie założenia konta na Platformie lub zawarcia umowy – do czasu zakończenia jej 
realizacji, a następnie w prawnie uzasadnionym interesie dla zabezpieczenia ewentualnych 
roszczeń lub do momentu wygaśnięcia obowiązku przechowywania danych wynikających  
z przepisów prawa;  
w szczególności obowiązku przechowywania dokumentów księgowych (rachunkowych) 
dotyczących umowy, obowiązku przechowywania wynikającego z przepisów 
przeciwdziałaniu praniu pieniędzy oraz finansowaniu terroryzmu, przepisów wypełnianiu 
międzynarodowych obowiązków podatkowych oraz wdrożenia ustawodawstwa FATCA, oraz 
automatycznej wymianie informacji podatkowych z innymi państwami. 

Administrator przestanie wcześniej przetwarzać dane wykorzystywane do celów marketingu 
bezpośredniego jeżeli zgłoszą Państwo sprzeciw wobec przetwarzania danych w tych celach. 

 

G. Czy jest to konieczne? 
 

Podanie danych jest wymogiem ustawowym, w zakresie określonym w przepisach powołanych  
w niniejszej klauzuli informacyjnej. Podanie danych osobowych jest również konieczne do założenia 
konta na Platformie oraz zawarcia i wykonywania umowy - bez podania danych  osobowych  nie jest  
możliwe zawarcie umowy.  Podanie danych w zakresie dodatkowego zdjęcia twarzy w celu jego 
przetwarzania specjalnymi metodami technicznymi i porównania ze zdjęciem zawartym w dowodzie 
osobistym jest dobrowolne. Brak zgody na jego podanie będzie oznaczać brak możliwości aktywacji 
Strefy transakcyjnej lub aktywacji Strefy Funduszy zagranicznych - możliwe jednak będzie nadal 
dokonanie uwierzytelnienia w inny sposób - np. podczas wizyty w POK. 

 

V. Cookies 

A. Czym są pliki „cookies”? 
 

Przeglądarki internetowe mogą przechowywać pliki tekstowe (ang. „cookies”) na dysku komputera 
lub innego urządzenia, z którego korzysta Internauta. W plikach "cookies" zapisywane są informacje  
niezbędne  do  prawidłowego  działania  serwisów  internetowych, w szczególności tych, które 
wykorzystują mechanizmy autoryzacji. Zadaniem takich plików jest zapewnienie poprawnego 
funkcjonowania witryny oraz usług dostępnych za jej pośrednictwem, w tym szczególnie usług 
dostępnych po zalogowaniu. Dzięki plikom „cookies” możliwe jest także monitorowanie aktywności 
wszystkich użytkowników na witrynie internetowej. 

 

B. Czy Platforma wykorzystuje pliki „cookies”? 
 

Platforma wykorzystuje pliki „cookies”. Rozpoczynając korzystanie z witryny Platformy, Użytkownik 
wyraża zgodę na otrzymywanie unikalnych plików „cookies”, które będą zapisywane w pamięci jego 
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komputera lub innego urządzenia i zagwarantują mu poprawne działanie witryny. Pliki takie mogą 
być generowane i zapisywane w pamięci urządzenia wykorzystywanego przez Użytkownika zarówno 
przez Platformę, jak i systemy innych firm (patrz pkt VI i VII poniżej). 

Pliki „cookies” wykorzystywane przez Platformę gromadzą informacje o Użytkownikach. Informacje 
takie gromadzone są wyłącznie w celach statystycznych, marketingowych a także w celu poprawy 
jakości świadczonych usług i dopasowania usług do Użytkownika. 

 

C. Jakie pliki „cookies” wykorzystuje Platforma? 
 

Używane pliki 
„cookies” i inne 
technologie 

Cel Jak długo plik 
„cookies” 
pozostaje na 
urządzeniu? 

Szczegóły 
dotyczące plików 
„cookies oraz 
innych technologii 

Funkcjonalne Te pliki cookie są niezbędne 
do funkcjonowania naszej 
strony internetowej i 
dlatego nie można ich 
wyłączyć. Dzięki nim 
Platforma jest bezpieczna, 
prawidłowo wyświetla się na 
Twoim urządzeniu oraz 
umożliwia zalogowanie się 
na konto; 

Stałe, sesyjne Smartsupp  

Sentry 

SMSAPI 

 

Analityczne Analityczne pliki cookie 
zbierają i rejestrują 
anonimowe informacje  
o sposobie korzystania  
z naszej strony. Dzięki temu 
wiemy między innymi które 
strony są najczęściej 
odwiedzane, w co klikają 
nasi użytkownicy i ile czasu 
spędzają na konkretnych 
stronach. Jeśli zgodzisz się 
na monitorowanie tych 
danych, możemy je 
analizować i nadal rozwijać 
Platformę; 

Stałe, sesyjne Google Analytics 

Google Ads 

Facebook 

HotJar 

Mautic  

Reklamowe Reklamowe pliki cookie 
pozwalają nam  
i współpracującym z nami 
partnerom przypominać Ci 

Stałe, sesyjne Facebook 

Google Ads 

Google 

https://help.smartsupp.com/pl_PL/prywatnosc-i-bezpieczenstwo/privacy
https://sentry.io/privacy/
https://www.smsapi.pl/polityka-prywatnosci
https://policies.google.com/privacy
https://policies.google.com/privacy
https://www.facebook.com/privacy/policies/cookies/
https://www.hotjar.com/legal/policies/privacy/
https://www.mautic.org/privacy-policy
https://www.facebook.com/privacy/policies/cookies/
https://policies.google.com/privacy
https://policies.google.com/privacy
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o produktach i ofertach, 
które oglądałeś u nas lub 
gdzie indziej w Internecie. 
Wyłączenie tych plików 
„cookies” nie zmniejszy 
liczby reklam, spowoduje to, 
że będziesz widzieć reklamy, 
które nie są 
spersonalizowane  
z uwzględnieniem Twoich 
preferencji; 

DoubleClick 

Mautic  

Społecznościowe Na Platformie 
wykorzystywane są wtyczki 
portali społecznościowych, 
które pozwalają  
Użytkownikowi na 
udostępnianie treści 
publikowanych na 
Platformie w wybranym 
portalu społecznościowym. 

Stałe, sesyjne Facebook 

X 

Linkedin 

Youtube 

 

D. Czy jest to konieczne? 
 

Każdy Użytkownik może sprzeciwić się umieszczaniu plików „cookies” w pamięci swojego urządzenia 
lub na stronie https://kupfundusz.pl/ustawienia-prywatnosci.  

W tym celu należy skorzystać z opcji wyłączenia tego mechanizmu, która dostępna jest w każdej 
przeglądarce internetowej. Warto jednak pamiętać, iż brak akceptacji plików „cookies”  
w przeglądarce internetowej może ograniczyć lub całkowicie uniemożliwić poprawne korzystanie  
z Platformy, udostępnianych za jej pośrednictwem usług, jak również innych witryn i usług 
udostępnianych poprzez Platformę. 

 

VI. Linki do stron osób trzecich 

Na potrzeby Użytkowników Platformy umieszczamy na niej łącza (linki) prowadzące do innych witryn. 
Staramy się skrupulatnie wybierać te witryny, co do których jesteśmy przekonani, że są przydatne  
i spełniają wysokie standardy. Tym niemniej nie gwarantujemy standardów każdej witryny 
internetowej, do której prowadzi łącze z Platformy, ani nie ponosimy odpowiedzialności za materiały 
znajdujące się na innych witrynach. 

Prosimy pamiętać, że witryny internetowe osób trzecich, których łącza (linki) znajdują się na 
Platformie, mogą zbierać od Użytkowników informacje umożliwiające identyfikację. Sposoby 
postępowania z informacjami na takich witrynach nie podlegają niniejszej Polityce Prywatności. 

https://policies.google.com/privacy
https://www.mautic.org/privacy-policy
https://www.facebook.com/privacy/policies/cookies/
https://help.x.com/en/rules-and-policies/x-cookies
https://pl.linkedin.com/legal/privacy-policy
https://policies.google.com/privacy
https://kupfundusz.pl/ustawienia-prywatnosci
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Zalecamy, by Użytkownik po połączeniu się z inną witryną zawsze, przed dobrowolnym przekazaniem 
informacji umożliwiających identyfikację, zapoznał się z obowiązującą w niej polityką prywatności. 

 

VII. Zagrożenia związane z korzystaniem z Platformy oraz 
środki techniczne dostępne Użytkownikom w celu ich 
zminimalizowania 

1. Spółka zapewnia, iż dokłada starań, by dane przekazane przez Użytkowników były gromadzone  
i przetwarzane z zachowaniem należytej ostrożności, w sposób zapewniający wysoki poziom 
bezpieczeństwa. Spółka wdraża środki mające na celu zabezpieczenie danych osobowych przed 
utratą, niewłaściwym użyciem i nieupoważnionym dostępem, ujawnieniem, modyfikacją  
i zniszczeniem. Wszelkie dane dotyczące Użytkownika korzystającego z konta przesyłane za 
pośrednictwem sieci Internet są szyfrowane z wykorzystaniem protokołu HTTPS. 

2. Pomimo podejmowanych wysiłków, korzystanie z Platformy poprzez sieć Internet wiąże się  
z ryzykiem typowym dla działalności internetowej. W szczególności zwracamy uwagę na ryzyko 
związane z: 

1) szkodliwym oprogramowaniem (np. wirusy, malware); 

2) możliwością uzyskania dostępu do danych Użytkownika i danych zawartych na jego koncie 
przez osoby niepowołane; 

3) możliwością wysyłania fałszywych wiadomości lub powstania fałszywych stron do złudzenia 
przypominających Platformę, służących do wyłudzenia danych Użytkownika, w tym hasła; 

4) możliwością przechwytywania danych przepływających w sieci. 

3. Dążąc do zminimalizowania wskazanych wyżej ryzyk, rekomendujemy stosowanie się do zasad 
bezpieczeństwa podczas korzystania z Internetu – zgodnie z zasadą ograniczonego zaufania: 

1) Powinno się korzystać tylko ze zweryfikowanych sieci i urządzeń: 

a) W miarę możliwości Użytkownik powinien korzystać tylko z zaufanych, posiadanych przez 
niego urządzeń, z zaufanych sieci, oraz unikać sieci publicznych, do których dostęp ma 
wiele osób lub osoby niezidentyfikowane (np. publiczne sieci Wi-Fi); 

b) Rekomenduje  się,  żeby  Użytkownik  odpowiednio  zabezpieczał  urządzenie, z którego 
korzysta (np. poprzez oprogramowanie antywirusowe, odpowiednio skonfigurowane 
zapory sieciowe), jak i przesyłanie danych za jego pomocą (np. za pomocą usług VPN). 

2) Powinno się otwierać tylko zweryfikowane treści: 

a) W celu bezpiecznego logowania się do Platformy należy sprawdzić, czy wywołano 
właściwą stronę: 
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i. Nie rekomenduje się przechodzenia na stronę logowania Platformy z wyników 
wyszukiwania wyszukiwarki internetowej. 

ii. Należy zweryfikować adres Platformy i protokół połączenia, a w szczególności to, czy 
adres strony panelu logowania rozpoczyna się od „https://” – co oznacza połączenie 
za pomocą szyfrowanego protokołu. Adres panelu logowania nie powinien 
rozpoczynać się od „http://”. Wykorzystanie szyfrowanego protokołu symbolizowane 
jest typowo poprzez znak zamkniętej kłódki, po której występuje nazwa „KupFundusz 
S.A.” i który wizualnie może różnić się w zależności od przeglądarki. Rekomenduje się 
również upewnić, czy znak taki nie jest wyłącznie graficzną ikonką wyświetlaną przez 
stronę, i czy prowadzi do okna przeglądarki zawierającego informacje o połączeniu  
i certyfikacie bezpieczeństwa. 

iii. Rekomenduje się weryfikację, czy przeglądarka internetowa, z której korzysta 
Użytkownik, uznaje połączenie za bezpieczne, czy certyfikat bezpieczeństwa jest 
ważny, i czy wyświetlane przez przeglądarkę informacje o certyfikacie odnoszą się do 
KupFundusz. 

b) Należy weryfikować źródło otrzymywanych wiadomości i linków oraz adresy, do których 
przesyłane linki faktycznie prowadzą. 

c) Należy zwracać szczególną uwagę na rzetelność linków do stron takich jak strona 
logowania,  panel  użytkownika,  potwierdzenie  danych  itd.,  otrzymywanych  
w wiadomościach e-mail, za pośrednictwem komunikatorów itd. KupFundusz  
w wiadomościach e-mail nigdy nie prosi o podawanie haseł, loginów i innych informacji 
tego rodzaju wystarczających do uzyskania kontroli nad kontem, ani nie zamieszcza 
odnośników do stron wymagających podania takich informacji. Niezbędne funkcje i treści 
dostępne są z poziomu Platformy. 

3) Powinno się korzystać tylko z właściwych narzędzi: 

a) Rekomenduje się korzystanie z oprogramowania (programów, aplikacji itd.) pochodzącego 
z oficjalnych źródeł. W szczególności dotyczy to przeglądarki internetowej, ponieważ jest 
to podstawowe narzędzie umożliwiające dostęp do Platformy. 

b) Należy korzystać z narzędzi zapobiegających działaniu szkodliwego oprogramowania. 

c) Należy aktualizować używane oprogramowanie, zwracając szczególna uwagę na 
aktualizacje bezpieczeństwa. 

d) Zdecydowanie odradza się używania nieoficjalnych, niezweryfikowanych narzędzi  
i kanałów dostępu do określonych treści i usług (szczególnie za pomocą nakładek, plug-
inów, wtyczek). 

4) Powinno się stosować silne i niepowtarzalne hasła, składające się z co najmniej 8 znaków,  
w tym dużych liter, cyfr oraz symboli specjalnych. 
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VIII. Własność intelektualna 

1. Wszelkie treści opublikowane w ramach Platformy podlegają ochronie prawno-autorskiej,  
w szczególności w zakresie: artykułów, wykorzystanych zdjęć, grafik i filmów. Prawa autorskie 
przysługują Usługodawcy lub twórcom. 

2. Zabronione jest kopiowanie i rozpowszechnianie treści Platformy w zakresie przekraczającym 
tzw. dozwolony użytek zdefiniowany przez ustawę o prawie autorskim i prawach pokrewnych  
z dnia 4 lutego 1994 roku (tj. Dz.U. z 2022 r. poz. 2509, ze zm.). Dozwolone jest linkowanie 
bezpośrednio do artykułów serwisu. Użytkownik ma prawo do pobrania i drukowania materiałów 
i treści udostępnionych poprzez Platformę, pod warunkiem korzystania z tychże w zakresie 
własnego użytku osobistego. 

3. Niedopuszczalne jest rozpowszechnianie materiałów pochodzących z Platformy bez uzyskania 
odrębnej zgody Usługodawcy, z wyjątkiem przekazywania informacji (np. poprzez linkowanie)  
o ich dostępności bezpośrednio w Platformie. 

 

IX. Zmiany 

Aktualna wersja Polityki Prywatności publikowana jest zawsze na stronie KupFundusz.pl oraz 
dostępna w siedzibie KupFundusz S.A. 

 

X. Kontakt 

Wszelkie pytania dotyczące niniejszej Polityki Prywatności czy też zasad korzystania z Platformy 
prosimy kierować na adres info@kupfundusz.pl. 

Jednocześnie we wszelkich sprawach związanych z ochroną danych osobowych będzie możliwy 
kontakt z Inspektorem Ochrony Danych wyznaczonym przez Spółkę - adres e-mail: 
iod@kupfundusz.pl. 

 

mailto:info@kupfundusz.pl
mailto:iod@kupfundusz.pl

